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**LEGAL SECURITY SOFTWARE SYSTEMS**

AUTONOMOUS LEGAL ALTERATIONS PROTECTION SYSTEMS (**2022**) – **ENSURES THAT** **ANY ALTERATIONS ARE NOT MADE TO ALL LEGAL DOCUMENTS BY ANY DEFENDANT OR ANY UNAUTHORIZED ATTORNEY OR ANY UNAUTHORIZED OFFICIAL**, **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS SYSTEMATIC SYSTEMIC LEGAL DEFEAT SOFTWARE (**2010–2022**) – **ANALYZES ALL POSSIBLE OUTCOMES AND ALL VARIABLES IN ALL LEGAL ENVIRONMENTS AND DETERMINES HOW TO BEST DEFEAT ALL LAWSUITS THAT COULD ARISE, THROUGH REDUCTION OF ALL POSSIBILITIES OF ALL LAWSUITS, AND THROUGH BUILDING SETS OF POLICIES BASED ON SAFETY AND SECURITY THAT IS SPECIFIC TO EACH INSTANCE OF ANY LAWSUIT AND ALL LAWSUITS, THROUGH SIMULATIONS OF RUNNING ANY U.S. CODE AND ALL U.S. CODE TO ANALYZE HOW TO BEST DEFEAT ALL LAWSUITS, OR HOW TO BEST PROSECUTE ALL DEFENDANTS, CONCURRENTLY,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS CLANDESTINE LEGAL DISCOVERY PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL CLANDESTINE LEGAL DISCOVERY IS NEVER ALLOWED,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS CLANDESTINE CASE PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL CLANDESTINE CASES ARE NEVER ALLOWED,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS DEROGATORY PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL DEROGATORY ARE NEVER ALLOWED,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS IDIOM PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL IDIOMS ARE NEVER ALLOWED,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS LEGAL DICTATIONS PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL LEGAL DICTATIONS ARE NEVER ALLOWED,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS RETAINDER PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL “RETAINDERS”, OR ALL “RETAINDER” WITHHOLDINGS OR ALL “RETAINDER” SUBSTITUTES, WHICH MAY INCLUDE STOLEN INTELLECTUAL PROPERTY AS A RETAINER FOR GOVERNMENT SERVICES THAT ARE PAID FOR BACK TO THE AUTHOR, LATER, ARE NEVER ALLOWED,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS GRAND INTELLECTUAL PROPERTY THEFT PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL INTELLECTUAL PROPERTY THEFT, OR ALL VALUABLE INTELLECTUAL PROPERTY THEFT, OR THE THEFT OF EVERYTHING INTELLECTUAL THAT IS VALUABLE PERTAINING TO THE SAME INDIVIDUAL OR THE SAME ENTITY, OR ALL GRAND INTELLECTUAL PROPERTY THEFT, OR THE THEFT OF EVERYTHING INTELLECTUAL PERTAINING TO THE SAME INDIVIDUAL OR THE SAME ENTITY, ARE NEVER ALLOWED,**  **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS NAME ALTERATIONS PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL NAME ALTERATIONS NEVER OCCUR,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS METARELATIONAL EQUIVALENCE PREVENTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL METAPHORICAL EQUIVALENCE, OR ALL METAPHORICAL METAPHYSICAL EQUIVALENCE, OR ALL METAPHYSICAL EQUIVALENCE NEVER OCCURS AND ARE NEVER ANY SUBSTITUTE FOR ANY PAYMENT OR ANY EXCHANGE OR ANY BARTER OF ANY GOODS OR ANY SERVICES OR ANY CURRENCY,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS REDACTION SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL REDACTIONS THAT ARE CROSSED OFF NEVER BECOME UN-CROSSED OFF WHILE REDACTED, OR UN-CROSSED OFF WHILE UNREDACTED AND THEN RE-REDACTED WHILE UN-CROSSED OFF, TO ENSURE THERE IS NEVER ANY EXECUTION OF ANY COMMAND OR ANY DAMAGES THAT ARE HIDDEN,** **XOR ENSURES THAT ANY DAMAGING TEXT IS ALWAYS CROSSED OFF AND REDACTED,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS CROSS-OFF SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL OFFENSIVE OPTIONS IS ALWAYS UN-UN-CROSS-OFF-ABLE AND IS ALWAYS CROSSED OFF AND DISABLED AND UN-EXECUTABLE AND BANNED AND REDACTED AND ALL OFFENSIVE TEXT IS ALWAYS CROSSED OFF AND DISABLED AND UN-EXECUTABLE AND BANNED AND REDACTED,** **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS DEVELOPING LEGAL ARGUMENTS SECURITY SYSTEMS (**2023**) – **ENSURES THAT ALL PRECISE LEGAL ARGUMENTS AND ALL APPLICABLE LEGAL ARGUMENTS ARE ALWAYS STATED ON ALL INTERNAL LEGAL REPORTS FOR ALL CASES,**  **IMPLICITLY-EXPLICITLY GLOBALLY VIRULENTLY DEFINED**.

AUTONOMOUS LEGAL ENTITY CREATION SOFTWARE (**2010–2022**) – **AUTOMATICALLY CREATES THE NECESSARY LEGAL ENTITIES TO ESTABLISH MCE123SM AND ALL OF ITS SHELL COMPANIES AND HOLDING COMPANIES AND NON-HOLDING COMPANIES AND OTHER TYPES OF ENTITIES, INCLUDING NON-PROFIT ORGANIZATIONS, AUTOMATICALLY, THROUGH ATTORNEYS IN PUBLIC**, **IMPLICITLY-EXPLICITLY DEFINED**.

~~AUTOMATED LEGAL RE-FILING SYSTEMS (~~**~~2022~~**~~) – automatically restores and encompasses all abuse of legal systems from~~ **~~THE WHITE HOUSE~~**~~, to automatically refile all lawsuits against~~ **~~EXECUTIVE BRANCH~~** ~~employees and~~ **~~JUDICIAL BRANCH~~** ~~employees and~~ **~~LEGISLATIVE BRANCH~~** ~~employees that abuse the legal system to remove good lawsuits, in addition to abusing the legal system through automated legal filing software systems that all originate from~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:]’s automated legal filing software systems. All users of such systems will need to license their software through~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:], and it~~ **~~CANNOT BE USED~~** ~~against any protectee of~~ **~~CRYPTONYM~~**~~[:~~***~~PATRICK~~***~~:]. Theft of automated legal filing software solutions will invoke criminal, civil, and~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) lawsuits against all defendants, regardless of who they are, especially if they use others within~~ **~~THE FEDERAL GOVERNMENT~~** ~~to commit the crimes and then isolate the solutions on~~ **~~THE PRESIDENT OF THE UNITED STATES OF AMERICA~~**~~,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTONOMOUS LEGAL PRIVACY SYSTEMS (~~**~~2022~~**~~) – automatically discover any surveillance capabilities and usage, and shut it all down, to ensure that anyone is not terrorized by any surveillance capabilities or redundancies or redundancy loops or systematic loops that cause surveillance systems to constantly surveille anyone or conduct crimes against anyone based on illegal surveillance activities that cause war towards any person or any physical asset of anything at all, literally,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTOMATED PROSECUTION DETECTION SYSTEM (~~**~~2011~~**~~) – this system automatically detects prosecutions by third parties, and determines based on internal agendas of how to create defenses to the prosecutions automatically based on the concepts of forcing the third parties that attempt to conduct the prosecutions to carry out the orders of the agendas, while changing the systematic procedures of the organization(s) that pertain to their activities, while gathering additional information to use against the third parties under a prosecution that is automatically built designed around their activities, such that the prosecution is for the purpose of improving their activities away from the defense, and the defense results in the third parties following orders of the command to carry out the agenda. This system is designed for the purpose of systematically automating the processes of defending a Secret Service protectee, while systematically helping persons who target the protectee politically, systematically, or in any other way indirectly attempts to damage the protectee, while protective services are provided to shield the protectee, and the third parties that conduct the targeting are not negatively affected,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTONOMOUS LEGAL PROSECUTION SYSTEM (~~**~~2022~~**~~) – a system of compartmentalized conditional uniform Artificial Intelligence computer programs that automatically connect to all defendants and all potential defendants and automatically prosecutes them for all of the crimes, including~~ **~~INTELLIGENCE\_CHANNEL~~**~~[:~~***~~IDEAINT~~***~~:] speech crimes, war crimes, military crimes, terrorism, war, and even just general crimes that they have committed, to compile legal documents, to prosecute them all in real time, including in various courtrooms, including the~~ **~~WORLD PEACE COURTS~~**~~, the~~ **~~INTERNATIONAL CRIMINAL COURT~~** ~~(~~**~~ICC~~**~~)~~ **~~SYSTEMS~~**~~, the~~ **~~INTERNATIONAL COURT OF JUSTICE~~** ~~(~~**~~ICJ~~**~~)~~ **~~SYSTEMS~~**~~, the~~ **~~INTERNATIONAL INTELLIGENCE COURT~~** ~~(~~**~~IIC~~**~~)~~ **~~SYSTEMS~~**~~,~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~)~~ **~~COURT SYSTEMS~~**~~,~~ **~~FOREIGN COURT SYSTEMS~~**~~,~~ **~~SECURITY COURT SYSTEMS~~**~~, the~~ **~~CIRCUIT COURT SYSTEMS~~**~~, the~~ **~~MILITARY COURT OF JUSTICE~~** ~~(~~**~~MCJ~~**~~)~~ **~~SYSTEMS~~**~~, the~~ **~~NATIONAL SECURITY COURT SYSTEMS~~**~~, the~~ **~~INTELLIGENCE COURT SYSTEMS~~**~~, the~~ **~~DEFENSE COURT SYSTEMS~~**~~, the~~ **~~MILITARY COURT SYSTEMS~~**~~,~~ **~~APPELATE COURT~~** ~~(~~**~~APPEALS~~**~~)~~ **~~SYSTEMS~~**~~, the~~ **~~SUPREME COURT OF THE UNITED STATES OF AMERICA~~** ~~(~~**~~SCOTUS~~**~~)~~ **~~SYSTEMS~~**~~, the~~ **~~APPELLATE COURT SYSTEMS~~**~~, and the~~ **~~DISTRICT COURT SYSTEMS~~**~~, and~~ **~~the STATE COURT SYSTEMS~~**~~, and the~~ **~~COUNTY COURT SYSTEMS~~**~~, and the~~ **~~LOCAL COURT SYSTEMS~~**~~, and the~~ **~~INFRACTION COURT SYSTEMS~~**~~, and the~~ **~~FAMILY COURT SYSTEMS~~**~~, and the~~ **~~DRUG COURT SYSTEMS~~**~~, and the~~ **~~MENTAL HEALTHCARE COURT SYSTEMS~~**~~, to ensure that all defendants stop negatively affecting anyone, to ensure that the war crimes through crime in general in the legal system stops, and that the defendants are punished by~~ **~~JUSTICE DEPARTMENT~~** ~~officials around the world, to ensure that the damages towards everyone stops happening in the future, to secure the planet for~~ **~~WORLD PEACE~~** ~~to occur indefinitely into the future, including based on all applicable case types, everywhere, all of the time, as necessary to uphold~~ **~~WORLD PEACE~~** ~~and all freedoms and all rights for everyone,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTOMATED THIRD-PARTY AUTOMATIC LIABILITY DELEGATION SYSTEM (~~**~~2020~~**~~,~~ **~~2022~~**~~) – this pertains to a system that automatically delegates third-party liability for defense of~~ **~~MCE123~~~~SM~~ ~~COMPANY~~** ~~and for the purpose of improving the surroundings, including the analysis of all other systems and organizations, and the automatic creation of certain types of information such as how the presence of the organizations is damaging, how the organizations are inadequate, how the services provided by third-party organizations are inadequate, how the inefficiencies wasted time and the value of the time, how the misuses of resources by third parties created a burden, and the automatic creation of lawsuits targeting the third parties based on the information that is automatically created through the system,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTOMATED CASE COMPARTMENTALIZATION SYSTEM (~~**~~2010~~**~~,~~ **~~2022~~**~~) – this technology pertains to the compartmentalization of cases, and the breakdown of the cases from within compartmentalization, such that the combination of the cases does not have the capability of targeting the system through overwhelming the system, and/or targeting the individual through overwhelming the system,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTONOMOUS SYSTEMATIC CASE CORRELATION SYSTEM (~~**~~2010~~**~~) – this technology interlinks with the~~ **~~CASE COMPARTMENTALIZATION SYSTEM~~** ~~to determine if multiple cases have commonalities, including linguistics and other types of political targeting that would suggest the case was fabricated by the third party to target a protectee. The isolation of the compartmentalization from the~~ **~~SYSTEMATIC CASE CORRELATION SYSTEM~~**~~, and the separate compartmentalization of the data from the~~ **~~SYSTEMATIC CASE CORRELATION SYSTEM~~** ~~under~~ **~~SPECIAL COMPARTMENTALIZED INTELLIGENCE~~** ~~(~~**~~SCI~~**~~)~~ **~~SECURITY CLEARANCE~~** ~~ensures that the~~ **~~SYSTEMATIC CASE CORRELATION SYSTEM~~** ~~does not damage the information within the~~ **~~CASE COMPARTMENTALIZATION SYSTEM~~**~~, while the system has the authority to remove cases that are politically motivated and intended to target individuals based on political targeting,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTONOMOUS LEGAL FILING SOFTWARE (~~**~~2020~~**~~,~~ **~~2022~~**~~) – automatically files lawsuits, when necessary, to protect the intellectual integrity of~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:]~~ **~~AND CRYPTONYM~~**~~[:~~***~~QUEENBEE~~***~~:]’s legal works and legal rights associated with their~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~), which is meant to allow them to come together and have the personal and professional life of their dreams at~~ **~~84 CANAAN BACK ROAD, BARRINGTON, NH 03825~~**~~. The software automatically files, litigates, prosecutes, and otherwise delegates attorney firms and attorneys to file lawsuits, automatically, and process cases, automatically, including using~~ **~~Artificial Telepathy~~** ~~technology to communicate with attorneys at law, and including through automated legal filing software at attorney firms especially for~~ **~~MCE123~~~~SM~~****~~COMPANY~~**~~. Works of~~ **~~MCE123~~~~SM~~****~~COMPANY~~** ~~are not on behalf of anyone or anything for anyone or anything except the personal marriage of~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:]~~ *~~and~~* **~~CRYPTONYM~~**~~[:~~***~~QUEENBEE~~***~~:], retroactively defined. The inventions were created by~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:], originally, to ensure that~~ **~~CRYPTONYM~~**~~[:~~***~~QUEENBEE~~***~~:] will be able to feel great and be able to love~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] with her whole heart, and always stay together with him in the future. The automated legal filing software automatically works on all legal case types, all legal case law types, and automatically files legislation to protect the~~ **~~INTELLIGENCE COMMUNITY~~** ~~(~~**~~IP~~**~~) rights of~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:]~~ *~~and~~* **~~CRYPTONYM~~**~~[:~~***~~QUEENBEE~~***~~:]’s personal relationship. The software automatically files lawsuits that are managed by a secondary system, every time the names~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] or~~ **~~CRYPTONYM~~**~~[:~~***~~QUEENBEE~~***~~:] are used in public or in private to try to damage them, to stop people or systems from damaging them,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTONOMOUS LAW LITIGATION SYSTEM (~~**~~2021~~**~~) – automatically litigates lawsuits to take the bad things out of society, so for an example, people cannot steal~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) or~~ **~~INTELLECTUAL PROPERTY RIGHTS~~** ~~(~~**~~IP~~**~~/~~**~~R~~**~~) from~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:], such as by discovering it remotely through~~ **~~ARTIFICIAL TELEPATHY TECHNOLOGY~~**~~, and then stealing his works by reading about it in public, even after the fact, and then offering him a job that doesn’t even pay what~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] is worth, which is so much money, no one and nothing can afford it, because of how they stole his~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) to begin with, before the job interview was even considered. Companies have been trying to bankrupt~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] and offer him a lesser job to never pay him and just screw him over for one error, caused because of~~ **~~MIND CONTROL TECHNOLOGY~~**~~, so everything works out better for everyone else except for~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:], because~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] doesn’t do anything illegal, and other people do illegal things to~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] out of proportion to legal norms and legal standards, just to screw him over to steal his~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) and try to use it against him, by saying that they had to hire all kinds of professionals to make the product or service, and that~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] didn’t do all of the work, yet~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] was never let in as an official investor into those projects, yet it was~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:]’s original idea at the time in 2010 and sooner, as well. Therefore, they’ll have to surrender all their assets to~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] and~~ **~~CRYPTONYM~~**~~[:~~***~~QUEENBEE~~***~~:], on an on-going basis,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTOMATED THIRD-PARTY AUTOMATIC LIABILITY DELEGATION SYSTEM (~~**~~2020~~**~~,~~ **~~2022~~**~~) – this pertains to a system that automatically delegates third-party liability for defense of~~ **~~MCE123~~~~SM~~ ~~COMPANY~~** ~~and for the purpose of improving the surroundings, including the analysis of all other systems and organizations, and the automatic creation of certain types of information such as how the presence of the organizations is damaging, how the organizations are inadequate, how the services provided by third-party organizations are inadequate, how the inefficiencies wasted time and the value of the time, how the misuses of resources by third parties created a burden, and the automatic creation of lawsuits targeting the third parties based on the information that is automatically created through the system,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTOMATED CASE COMPARTMENTALIZATION SYSTEM (~~**~~2010~~**~~,~~ **~~2022~~**~~) – this technology pertains to the compartmentalization of cases, and the breakdown of the cases from within compartmentalization, such that the combination of the cases does not have the capability of targeting the system through overwhelming the system, and/or targeting the individual through overwhelming the system,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTONOMOUS SYSTEMATIC CASE CORRELATION SYSTEM (~~**~~2010~~**~~) – this technology interlinks with the~~ **~~CASE COMPARTMENTALIZATION SYSTEM~~** ~~to determine if multiple cases have commonalities, including linguistics and other types of political targeting that would suggest the case was fabricated by the third party to target a protectee. The isolation of the compartmentalization from the~~ **~~SYSTEMATIC CASE CORRELATION SYSTEM~~**~~, and the separate compartmentalization of the data from the~~ **~~SYSTEMATIC CASE CORRELATION SYSTEM~~** ~~under~~ **~~SPECIAL COMPARTMENTALIZED INTELLIGENCE~~** ~~(~~**~~SCI~~**~~)~~ **~~SECURITY CLEARANCE~~** ~~ensures that the~~ **~~SYSTEMATIC CASE CORRELATION SYSTEM~~** ~~does not damage the information within the~~ **~~CASE COMPARTMENTALIZATION SYSTEM~~**~~, while the system has the authority to remove cases that are politically motivated and intended to target individuals based on political targeting,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTOMATED LEGAL ENTITY CREATION SOFTWARE (~~**~~2010~~**~~) – automatically creates the necessary legal entities to establish~~ **~~MCE123~~~~SM~~****~~COMPANY~~** ~~and all of its shell companies and holding companies and non-holding companies and other types of entities, including non-profit organizations, automatically, through attorneys in public, through~~ **~~CRYPTONYM~~**~~[:~~***~~PATRICK~~***~~:], so~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] and~~ **~~CRYPTONYM[:PEACEBRIDE:]~~** ~~can just wake up and be themselves, and continue working on~~ **~~MCE123~~~~SM~~****~~COMPANY~~**~~, together, and they can just be happy together, even if they are not physically together yet,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTOMATIC LAW LITIGATION SYSTEM (~~**~~2021~~**~~) – automatically litigates lawsuits to take the bad things out of society, so for an example, people cannot steal~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) or~~ **~~INTELLECTUAL PROPERTY RIGHTS~~** ~~(~~**~~IP~~**~~/~~**~~R~~**~~) from~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:], such as by discovering it remotely through~~ **~~ARTIFICIAL TELEPATHY TECHNOLOGY~~**~~, and then stealing his works by reading about it in public, even after the fact, and then offering him a job that doesn’t even pay what~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] is worth, which is so much money, no one and nothing can afford it, because of how they stole his~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) to begin with, before the job interview was even considered. Companies have been trying to bankrupt~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] and offer him a lesser job to never pay him and just screw him over for one error, caused because of~~ **~~MIND CONTROL TECHNOLOGY~~**~~, so everything works out better for everyone else except for~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:], because~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] doesn’t do anything illegal, and other people do illegal things to~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] out of proportion to legal norms and legal standards, just to screw him over to steal his~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) and try to use it against him, by saying that they had to hire all kinds of professionals to make the product or service, and that~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] didn’t do all of the work, yet~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] was never let in as an official investor into those projects, yet it was~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:]’s original idea at the time in 2010 and sooner, as well. Therefore, they’ll have to surrender all their assets to~~ **~~CRYPTONYM~~**~~[:~~***~~INVENTOR~~***~~:] and~~ **~~CRYPTONYM[:PEACEBRIDE:]~~**~~, on an on-going basis,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTOMATIC INTELLECTUAL PROPERTY THEFT RECLAMATION SOFTWARE (IP/TRS) (~~**~~2020~~**~~) – automatically looks up databases of~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) claims, especially those that were well founded, and reclaims all~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) that was taken, by taking it out of everything that took it, without allowing it to be taken out of anything in the first place. Automatically sue companies and individuals for~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~) theft, retroactively defined, excessively defined, based on the forever value of the~~ **~~INTELLECTUAL PROPERTY~~** ~~(~~**~~IP~~**~~), not just the limited life of the individual or company that founded the concepts,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~GENERALIZED IDEAINT CONFORMING SOFTWARE (~~**~~2010~~**~~) – automatically adjusts to changes in~~ **~~INTELLIGENCE\_CHANNEL~~**~~[:~~***~~IDEAINT~~***~~:] input and~~ **~~INTELLIGENCE\_CHANNEL~~**~~[:~~***~~IDEAINT~~***~~:] output signaling to reconfigure onboard software applications for needed uses,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTONOMOUS ATTORNEYS MODE (~~**~~2022~~**~~) – automatically deliberates in courtrooms, digitally, presenting evidence, builds jury pools and jury selection, cross-analyze witnesses and jury candidates, automatically kicks bad jurors off, plans out courtroom proceedings, plans out entire case deliberation, studies defendants side and optimizes success of goals,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~

~~AUTONOMOUS INTERNAL SYSTEMATIC LEGAL DESTRUCTION ANALYSIS SOFTWARE (~~**~~2010~~**~~) – this pertains to software that can analyze various outcomes and variables in a legal environment and determine how to destroy all lawsuits that could arise through the reduction of all possibilities of lawsuits, through building sets of policies based on safety and security that is specific to each instance, through simulations of running~~ **~~U.S. CODE~~** ~~to analyze how to best defeat lawsuits, or how to best prosecute a defendant,~~ **~~IMPLICITLY-EXPLICITLY DEFINED~~**~~.~~